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Top 10 Health Related 
Cyber Events for             

March: 

 
Stolen Health Record Databases 

Sell for $500,000 In The Deep 
Web 

MEDJACK.3 Poses Advanced 
Threat to Hospital Devices 

Ransomware, Medical Device 
Security Top HIMSS17 Topics 

22,000 Patients at Risk After 
Security Breach at Mid-Michigan 
Cancer Center 

26% of Consumers Report PHI 
Stolen in Healthcare Data 
Breach [Report] 

Verity Health System Notifies 
Thousands of Patients of Web 
Site Hack That Began in 2015 

SecureWorks Finds Most     
Cyber-Threats Involve Phishing, 
Network Scans 

Children’s Medical Center Issued 
$3.2M OCR HIPAA Penalty 

Cops Use Pacemaker Data to 
Charge Homeowner with Arson, 
Insurance Fraud 

Multnomah County Health     
Department Suffers PHI Breach   

NH-ISAC is pleased to publish a 
monthly member newsletter.  It is 
designed to bring events and   other 
important ISAC information to your 
attention.  If there is something you 
would like to see included please 

 

 
NH-ISAC’s Spring Summit Keynote Speaker Announced! 

 
 

Mark McClellan, M.D.  
 
 

 Mark McClellan, MD, PhD, is the Robert J. 
 Margolis Professor of Business, Medicine, 
 and Policy, and director of the Duke-Margolis 
 Center for Health Policy at Duke University. 
 McClellan is a doctor and  an economist whose 
 work has addressed a wide range of strategies 
 and policy reforms to improve healthcare,     
 including payment reforms to promote better 
 outcomes and lower costs, methods for        
 development and use of real-world evidence, 
 and approaches for more effective drug and  
 device innovation.   
 

 McClellan is a former administrator of the    
 Centers for Medicare & Medicaid Services 
 (CMS) and former commissioner of the U.S. 
 Food and Drug Administration (FDA), where  

he developed and implemented major reforms in health policy.  McClellan has served 
as a member of the President’s Council of Economic Advisors and as Deputy         
Assistant Secretary of the Treasury for Economic Policy.  He was also a senior fellow 
at the Brookings Institution and a professor of economics and medicine at Stanford 
University where he directed the Program on Health Outcomes Research.  

 

 
/   

Early Bird registration ends on March 31st, 2017 and hotel 
reservations must be made before April 14, 2017 to be       
eligible for the special group rate. 

 
Plan to arrive early on May 8th and stay for the special NH-ISAC private Indiana 
Jones event Wednesday night...something not to be missed!  If you have not 
yet registered, please do so.   

 
 
 

To register  — click here!  To book your hotel — click here! 

NH-ISAC Spring Summit                May 8 -10, 2017 
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NH-ISAC Members in the news! 

Board Chairman — Jim Routh  

 

 

 

 

 
 

 
 
 
 

 

http://gate15.us12.list-manage1.com/track/click?
u=dc37745632aa37821fb45dc36&id=2f176b9fa4&e=70bd5909e5 

 

 

Intermountain Team Highlighted in             
Biomedical Instrumentation & Technology 

Magazine January/February issue: 

 

 

 

 

 

 

 

Medical Device Workshop at Intermountain 
Healthcare 

 

Monday, March 20, 2017 
 

Workshop: 8:00am – 4:30pm MT 
 

Networking Dinner Reception: 6:30pm – 8:30pm MT 
 

Tuesday, March 21, 2017 
 

Workshop: 8:00am – 4:30pm MT 
 
 
 

Breakfast and Lunch Included both days 
 
 
 

Fairfield Inn & Suites 
7141 So. FL Smidth Dr. 

Midvale, UT 84047 
 
 

Click Here to Register 
 

Governance, Technology Audit, Control, Security 

(GTACS) Conference Singapore 
 

Monday, April 24 – Tuesday, April 25, 2017 

 Conference – Features an NH-ISAC Healthcare Track  
 

Wednesday, April 26 

 Workshop 
 

Sands Expo and Convention Center 

1 Bayfront Avenue 

Singapore 018971 

Email contact@nhisac for special registration code 

 

Click Here to Register 

 
 
April: 
 

Healthcare IT San Jose, CA April 13-14 
GTACS 2017 Singapore, April 24-26 
 
May: 
 

NH-ISAC Spring Summit May 8 – 10 
 

Healthcare IT, Chicago May 11-12 
 

MedSec, San Jose, CA May 23-24 
 
June:  
 

Medical Device at Smiths Medical, Plymouth, MN June 7-8 
 

AHIP Conference Austin, TX June 7-9 
 

AAMI Conference Austin, TX June 9-12 
 

Healthcare IT, Boston, MA June 15-16 
 

BIO International Convention, San Diego, CA June 19-22 
 

Healthcare IT, Nashville, TN June 27-28 
 
July: 
 

BioPharma Workshop at Gilead Sciences, Foster City, CA  July 11 
Medical Device Workshop at UC San Diego, San Diego, CA  July 13 
2nd Annual Medical Device Cybersecurity Risk Mitigation , July 17 
Health IT Summit - Denver, CO July 18 

 
Keep up to date on our latest events at https://nhisac.org/events 

 

NH-ISAC at HIMSS17 

 
NH-ISAC hosted a pre-conference symposium at     
HIMSS on February 19th in Orlando.  The all-day event 
centered on medical device security and information 
sharing. There was very interactive dialogue and         
engagement in the room amongst almost 150             
attendees.   
 
Speakers included Michael McNeil, Royal Phillips,       
Denise Anderson, NH-ISAC, Dr. Dale Nordenburg, MD 
MDISS, Marty Edwards, Department of Homeland       
Security Industrial Control System Computer           
Emergency Response Team (ICS-CERT), Seth Carmody, 
FDA, Phil Englert, Catholic Health, Steve Abrahamson, 
GE, Purna Prasad, Northwell Health, and Bill Hagestad, 
Smith Medical. 
 
In addition to the Symposium, NH-ISAC also had two 
other presentations: The Next Frontier in Medical        
Device Security, featuring Dr. Dale Nordenburg, MD, 
MDISS and Denise Anderson, NH-ISAC, and The         
Mechanics of Cyber Threat Information Sharing          
featuring Julie Connolly, MITRE and Denise Anderson  
NH-ISAC.   
 
The sessions sparked a lot of interest and conversation 
and both featured collaboration and community          
focused on sharing — in the first case; the medical      
device stakeholder community and in the second; the   
machine to machine environment.  Several other          
NH-ISAC members presented at HIMSS.  For a full 
schedule of sessions go to:  
 

www.himssconference.org 
 

. 
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